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© 2021 Cerberus Cyber Sentinel Corporation. All Rights Reserved.

Any reproduction, retransmission, republication, translation, or other use, of all or part of these materials is expressly prohibited, unless prior written permission has been granted by Cerberus Cyber Sentinel Corporation
(the “Company” or “CCSC”). The CCSC logo, and other all other CCSC trademarks, logos and service marks used in this document are the trademarks or service marks of CCSC and its affiliates. CCSC and other marks
contained herein are the property of their respective owners.

This presentation does not in any way constitute an offer to sell, or a solicitation of an offer to buy, any securities. This presentation does not contain all of the information necessary to make an investment decision,
including but not limited to the risks involved in an investment in the Company. The Recipient should make its own independent investigations and analyses of the Company and its own assessment of all information and
material provided, or made available, by the Company or any of its agents. Recipients should not treat this presentation as advice relating to legal, tax or investment matters and are advised to consult their own
professional advisers.

This presentation has been prepared on the basis of information from sources deemed by the Company to be reliable. The Company and its affiliates, directors, officers, employees, agents and consultants make no
representation or warranty, whether express or implied, as to the accuracy or completeness of the contents of this information, and take no responsibility for any loss or damage suffered as a result of any omission,
inadequacy, or inaccuracy therein.

Statements or assumptions in this presentation as to future matters may prove to be incorrect. The Company makes no representation or warranty as to the accuracy of such statements or assumptions. Neither the
Company nor any of its agents makes any representation or warranty, express or implied, as to the accuracy or completeness of the information in this presentation or as to the existence, substance or materiality of any
information omitted from this presentation.

Except where otherwise indicated, the information contained in this presentation speaks as of the date hereof or as of the date at which such information is expressed to be stated, as applicable. None of the Company, nor
any of its agents assumes any responsibility to update or revise any information contained in this presentation or to inform the Recipient of any matters of which any of them becomes aware of which may affect any matter
referred to in this presentation (including, but not limited to, circumstances, developments or events occurring after the date hereof or any error or omission herein which may become apparent after this presentation has
been prepared). The information contained in this presentation shall not be deemed an indication of the state of affairs of the Company nor shall it constitute an indication that there has been no change in the business or
affairs of the Company since the date hereof or since the date at which such information is expressed to be stated, as applicable.

FORWARD LOOKING STATEMENTS: This presentation contains forward looking statements about Cerberus Cyber Sentinel Corporation, a Delaware corporation (the “Company” or “CCSC”), and its
business strategy.

Statements in this presentation that are not strictly historical, and any statements regarding events or developments that we believe or anticipate will or may occur in the future are "forward-looking" statements within the
meaning of the federal securities laws. There are a number of important factors that could cause actual results, developments and business decisions to differ materially from those suggested or indicated by such forward-
looking statements and you should not place undue reliance on any such forward-looking statements. Additional information regarding the factors that may cause actual results to differ materially from these forward-looking
statements is available in our SEC filings, including our Annual Report on Form 10-K for the year ended December 31, 2019, our Quarterly Reports on Form 10-Q for subsequent periods, as well as our other filings with the
SEC. The Company does not assume any obligation to update or revise any forward-looking statement, whether as a result of new information, future events and developments or otherwise.

These statements are not guarantees of future performance and undue reliance should not be placed on them. Such forward-looking statements necessarily involve known and unknown risks and uncertainties, which may
cause actual performance and financial results in future periods to differ materially from any projections of future performance or result expressed or implied by such forward-looking statements.
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CYBERSECURITY IS A CULTURE, NOT A PRODUCT ®

Company Overview
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Pure Play Managed Cybersecurity,
Compliance, and
Culture-Based Company

Initiated public trading via direct listing - OTC:
CISO

Validated our model by acquiring small to mid-
sized MSSP's in exchange for CISO common stock

Market cap growth driving our capacity to acquire
larger MSSP's; up to enterprise class companies

Recurring revenue model from cross-selling
holistic suite of cybersecurity and compliance
offerings and leveraging expanding partner
ecosystem

Anticipated up-list to NASDAQ in 3Q21 to
accelerate growth strategy
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Addressing the Supply/Demand
Imbalance in the Cybersecurity Market
Today

* Uniquely designed to attract experienced
cybersecurity professionals who are aligned as
shareholders to deliver high-value services

* Building a world-class ecosystem with a
shared culture to address the burgeoning
cybersecurity threats and the costs associated
with them

* Founded with the belief that M&A is the most
effective way to solve the industry-wide skKills
gap for top talent

* Bringing together experienced teams with
deep domain expertise to solve complex
challenges and meet strict compliance
requirements

We Approach Cybersecurity and
Compliance Holistically

We are our customers' trusted partner for
security by providing a full range of
cybersecurity and compliance services

Our MCCP+ value proposition creates a
true culture of security from end-to-end
utilizing and responding to the needs of
each customer

Leverage the latest technology to protect
the most demanding organizations
against continuing and emerging threats

Retain and enhance talent through a
security ecosystem to deliver a holistic
approach that's product agnostic at scale

Maintain an ongoing culture of security



Our MCCP+ Value Proposition

Holistic Approach to Cybersecurity and Compliance

Our Approach
MCCP+ (Managed cybersecurity and compliance services + culture)

Our exclusive MCCP+ value proposition leverages the deep domain

expertise of talent across our organization to create a culture of security CYBERSECURITY COMPLIANCE

that uniquely addresses the needs of each customer.

We are a team of industry leaders who collaborate to solve complex
cybersecurity challenges and meet strict compliance requirements,
delivering a holistic approach that's product agnostic at scale. z
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CULTURE
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HOLISTIC SECURITY OFFERINGS

Providing a full range of cybersecurity, compliance, and culture services

MANAGED SERVICES
& CONSULTING COMPLIANCE

Audit Preparation & Employee
Training, Framework
Implementation & Validation

CMMC

HIPAA

Workforce Training
Regulations
Permissions
Governance

CYBERSECURITY

System Testing, Incident
Remediation, System
Protection, Activity Monitoring

Penetration Testing
Vulnerability Scanning
Security Risk Assessments
Incident Response
Endpoints

Networks

Databases

Applications

CULTURE




BUILDING A SECURITY ECOSYSTEM

“Unfortunately, the pipeline of security talent
isn't where it needs to be to help curb the
cybercrime epidemic..There is a zero-percent

' unemployment rate in cybersecurity and the
leverage of acquired customers and revenue. opportunities in this field are endless. Gone are
the days of siloed IT and security.teams. All IT
professionals need to know security — full stop.
Given the complexity of today's interconnected
world, we all have to work together to support

We are our customers trusted partner for security by the protection of the enterprise.”
holistically providing the full range of cyber security
services that's product agnostic at scale.

We acquire cybersecurity and compliance talent with
deep domain expertise, we also benefit from the operating

This leverage is enhanced through cross selling to
acquired customers and by expanding our footprint of
security professionals.

Robert Herjavec (10.24.19)
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Building a world-class security ecosystem with a shared \M/NCIAVAIN=

culture to address the growing number of cybersecurity
threats and the costs associated with them.
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GROWTH STRATEGY

Aggregator of talent to create a world-class security ecosystem

LEVERAGE
REVENUE GenResults, LLC
OPPORTUNITIES (managed services & consulting)

Continuum
(managed cyber services)

TalaTek, LLC
(managed risk and compliance)

ACQUIRE
TALENT /
CUSTOMERS
ATTRACT
MORE
TALENT
Technologyville
(managed security services)
Clear Skies Security
(experienced penetration
AL-I-ArEéEE testing team)
CUSTOMERS Alpine Security

(compliance and penetration
testing teams)

Arocna3
(penetration testing)
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Top 30 US markets

Move to EU, Asia & Latin America
Focus on acquiring talented teams
Offer full vertical of cyber services

Product agnostic

Expand service offerings in all
cybersecurity verticals

Streamline operations across brands &
business units to drive efficiency

Cross-selling complimentary services
between client bases

Increase key personnel time spent on
revenue generating activities

Increase brand & offering awareness
with unified marketing activities




THE CYBERSECURITY MARKET

The addressable market opportunity is massive

*10.5T

3.0M

31%

CYBER CRIME JOBS JOB GROWTH
GLOBAL COST UNFILLED JOBS GROWTH YoY
BY 2029 IN 2021 (2020-2029)
170.4B 3.86M 207 DAYS
INFO SEC SPENDING AVG COST AVG TIME

GLOBAL SPENDING
in 2022

FOR A DATA BREACH
IN 2020

BEFORE A BREACH
IS DISCOVERED

# SENTINEL See Disclosure at end of presentation for data sources and links.



THE OPPORTUNITY IS HUGE AND STILL GROWING

Growth in users & smart devices expands the need for cybersecurity

7.5 90s
SMART 50.0
USERS DEVICES
38.6
22.0

2.0
. 5.0

2015 2017 2022 F 2030 F 2015 2018 2025 F 2030 F
B WORLOWIDE USERS B (0T DEVICES

= a0X

Growth In Digital Data
2016 - 2020
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STRATEGIC MILESTONES

Timeline of our goals & accomplishments

A) (9P 3¢ T4

2Q19 3QI19 20Q20 1Q21
INCEPTION VALIDATION INITIATION EXPANSION ACCEPTANCE
Leverage existing Identify &acquire small to Trading OTC: CISO Add experienced leadership, Anticipated Up-list to
GenResults busines§ to medium .SIZG engineer- Use stock as currency to strengthen integration NASDAQ
create a cybersecurity owned f|r.ms Wh? are acquire larger firms capabilities with additional
aggregator called Cerberus culturally aligned with our resources, and invest in scalable
Sentinel ethos systems to support growth.



EXPERIENCED LEADERSHIP TEAM

\ !

Baan Alsinawi | CCO

David Jemmett | CEO Deb Smith | CFO Bryce Hancock | COO .
. . . 16 years experience
23 years experience 5 years experience 10 years experience
@TALATEK LLC
GOODNET llGENRESULTS & ClearDATA la| BeyondTrust lal BeyondTrust @ M

In total, our Executive Team
has over 92 years experience
INn building, leading, and

Brian Yelm | VP, Sales Kyle Young | VP, Operations integrating cybersecurity
year e 14 years experience and compliance-related
technology & seyorarnse () businesses and teams.




BOARD OF DIRECTORS

General Robert Oaks Scott Holbrook
USAF Healthcare / KLAS Founder

Kiki VanDeWeghe David Jemmett
SVP, NBA CEO | Cerberus
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Andrew McCain Sandra Morgan
President | Hensley Beverage Regulatory & Compliance

Stephen Scott Tom Jackiewicz
Director | Cerberus Specialty Manager | Microsoft
Chair of the Advisory Committee



INVESTMENT HIGHLIGHTS

A holistic approach to
solving a growing
problem that incorporates
cybersecurity, compliance,
and the underlying culture
required to be successful

Strong inorganic growth
through acquisitions to
meet demand for talent
to support sophisticated
solutions

% SENTINEL

Organic growth through
cross-selling capabilities
across acquisitions and
developing/expanding an
existing partner ecosystem

Experienced team with
the resources to support
high growth, integration,
and ongoing operations

Pure play cybersecurity
investment, publicly
traded under CISO ticker

Anticipated up-list to
NASDAQ in 3Q21 to
accelerate growth
strategy
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CYBERSECURITY IS A CULTURE,
NOT A PRODUCT®

THANK YOU

6900 E Camelback Road Ste. 240
Scottsdale, AZ 85251

Stephen Scott

Gateway Investor Relations



mailto:stephen@cerberussentinel.com
mailto:CISO@gatewayir.com

DISCLOSURES

Gartner Group, Smart Device Data
https://www.gartner.com/en/newsroom/press-releases/2017-02-07-gartner-says-8-billion-connected-things-will-be-in-use-in-2017-up-31-percent-from-2016

Herjavec Group, Worldwide User Data, Digital Data Growth
https://cybersecurityventures.com/hackerpocalypse-original-cybercrime-report-2016/

Juniper Research, The Future of Cybercrime & Security 2018
https://www.juniperresearch.com/researchstore/innovation-disruption/cybercrime-security/subscription/threat-analysis-impact-assessment-leading-vendors

Forbes, Cybersecurity: A Major Concern and a Great Business Opportunity, Sept 5, 2018
https://www.forbes.com/sites/miltonezrati/2018/09/05/cyber-security-a-major-concern-and-a-great-business-opportunity/#c948e903e268

Bowery Capital, 3 Cybersecurity Trends Ripe for Growth in 2018
https://bowerycap.com/blog/insights/three-cybersecurity-trends-2018/

Cybercrime Magazine, Cybersecurity Talent Crunch To Create 3.5 Million Unfilled Jobs Globally By 2021, Oct. 24, 2019
https://cybersecurityventures.com/jobs/

GovTech, Cyber Attacks: Is the ‘Big One’ Coming Soon?, March 12, 2021
https://www.goviech.com/blogs/lohrmann-on-cybersecurity/cyber-attacks-is-the-big-one-coming-soon.html
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https://www.gartner.com/en/newsroom/press-releases/2017-02-07-gartner-says-8-billion-connected-things-will-be-in-use-in-2017-up-31-percent-from-2016
https://cybersecurityventures.com/hackerpocalypse-original-cybercrime-report-2016/
https://www.juniperresearch.com/researchstore/innovation-disruption/cybercrime-security/subscription/threat-analysis-impact-assessment-leading-vendors
https://www.forbes.com/sites/miltonezrati/2018/09/05/cyber-security-a-major-concern-and-a-great-business-opportunity/
https://bowerycap.com/blog/insights/three-cybersecurity-trends-2018/

DISCLOSURES

Cybersecurity Market Data

Ashford, W. (2018, August). Global InfoSec spending to top $114b in 2018, Gartner
Herjavec Group, Cybersecurity Jobs Report 2017 Ed.

The US Bureau of Labor Statistics

https://www.gartner.com/en/documents/3889055

Data Breaches and Cost Data
https://www.statista.com/statistics/273550/data-breaches-recorded-in-the-united-states-by-number-of-breaches-and-records-exposed/

xhttps://www.statista.com/statistics/273575/average-organizational-cost-incurred-by-a-data-breach/
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