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Why Choose CISO Global?
Our trainers are highly skilled industry 
veterans with decades of experience 
working in the cybersecurity and IT 
fields. They hold the most important 
cybersecurity-related certifications, 
including those from (ISC)2 and CompTIA. 
They have taught in-person and online, 
delivering cybersecurity training to 
corporate, military, government, and higher 
education students. 

Our Certification Training program stands 
out because of our approach:

•	 Our trainers bring with them decades of 
cybersecurity expertise combating every 
type of cyber threat as well as years of 
training others to do the same.

•	 You will learn how to perfect your 
understanding of the concepts as well as 
how to take and pass the exam on your 
first attempt.

•	 Course content is engaging, challenging, 
constantly updated, and relevant to 
current certification requirements.

Training For The 
Most Valuable 
Certifications

What Is  
Certification Training?
Preparing for a certification assessment is a challenging task. Our certification training 
courses prepare you for taking – and passing – the most important cybersecurity 
certificate assessments. They include detailed reviews of the knowledge requirements,  
in-depth Q&A sessions, and sample questions from actual exams.
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CompTIA Linux+ 
Certification Boot 
Camp (5 days) 

This course covers common tasks in major 
distributions of Linux, including the Linux 
command line, basic maintenance, installing and 
configuring workstations, and networking in 
preparation for the CompTIA Linux+ Certification. 

CompTIA Network+ 
Certification Boot 
Camp (5 days)

This course is intended for entry-level computer 
support professionals with a basic knowledge 
of computer hardware, software, and operating 
systems who wish to increase their knowledge 
and understanding of networking concepts and 
acquire the required skills to prepare for a career 
in network support or administration with the 
CompTIA Network+ certification.

CompTIA Security+ 
Certification Boot 
Camp (5 days)

This course is targeted toward the IT professional 
who has networking and administrative skills  
in Windows®-based Transmission Control  
Protocol/Internet Protocol (TCP/IP) networks  
and familiarity with other operating systems, 
such as Mac OS X®, Unix, or Linux. Ideal for 
those who wish to further their career in IT by 
acquiring foundational knowledge of security 
topics, prepare for the CompTIA Security+ 
certification examination, or use Security+ as the 
foundation for advanced security certifications or 
career roles.

CompTIA CySA+ 
Certification Boot 
Camp (5 days)

Cyber threats are increasing at an alarming rate 
every year and organizations’ ability to defend 
themselves against full-scale distributed attacks 
quickly and effectively is becoming more and 
more difficult. This course is taught by leaders 
in network defense who work in the computer 
security industry, this course demonstrates how 

to defend large scale network infrastructure by 
building and maintaining intrusion-detection 
systems, network security auditing, and 
incident response techniques. You will learn 
how to isolate and prioritize threats in real-

time. This course aids in preparation 
for the CompTIA Cybersecurity 
Analyst (CySA+) certification.

CISO Global Prepares You for These Certifications
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CompTIA PenTest+ 
Certification Boot  
Camp (5 days)

This course examines offensive hacking 
techniques as a step-in understanding Network 
Defense. This process is explored using a 
Penetration Testing framework and uses current 
hacking tools and techniques. During the course, 
simple but effective countermeasures are offered 
as steps in improving the Network Defense of 
the target. This course aids in preparation for the 
CompTIA PenTest+ certification.

(ISC)2 CISSP 
Certification Boot 
Camp (5 days)

The vendor-neutral Certified Information Systems 
Security Professional (CISSP) certification is 
the ideal credential for those with proven deep 
technical and managerial competence, skills, 
experience, and credibility to design, engineer, 
implement, and manage their organization’s 
overall information security program to protect 
against sophisticated attacks. This course aids in 
preparation for the CISSP examination.

(ISC)2 CGRC (formerly 
CAP) Certification 
Boot Camp (5 days)

The vendor-neutral Certified in Governance, Risk, 
and Compliance (CGRC) certification course is 
ideal for IT, information security and information 
assurance practitioners who work in Governance, 
Risk and Compliance (GRC) roles and need to 
understand, apply, and/ or implement a risk 
management program for IT systems within an 
organization. This course aids in preparation for 
the CGRC examination.

(ISC)2 CSSLP 
Certification Boot 
Camp (5 days)

The vendor-neutral Certified Secure Software 
Lifecycle (CSSLP) certification course is ideal 
for Software Developers who are interested in 
making the code they write more secure with 
fewer vulnerabilities. It guides the Software 
Developer through the various stages of 
the Software Development Lifecycle (SDLC) 
providing insight into vulnerabilities and how to 
‘bake in’ security throughout. This course aids in 
preparation for the CSSLP examination.
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SECURITY TESTING &
CERTIFICATION TRAINING
• Penetration Testing

•  Tabletop Exercises

•  Training Programs

-Security Testing Methodolgy

-CMMC & Other Certifi cations

-Security Awareness Training

SECURITY OPERATIONS & IR
•  Extended Detection 

& Response 
•  Managed Detection 

& Response
•  Security Information

& Event Management

• SOC as a Service
•  Vulnerability 

Management Program
•  Attack Surface Reduction
• Incident Response
• Digital Forensics
• Threat Intelligence

RISK & COMPLIANCE
• Gap Analysis 
• Audit & Assessment 
•  Third-Party Risk 

Management
•  FedRAMP & 

StateRAMP
• Compliance Support

• Risk Advisory Services
• Virtual CISO
• Managed GRC
• TiGRIS
•  25+ Security Frameworks 

Supported

SECURITY ARCHITECTURE & 
ENGINEERING
• Cloud Security
• Data Protection
• Remediation
•  Secure Network

Architecture

•  Identity & Access 
Management

•  Secured Managed 
Services

•  Advanced Firewall 
Management

• Red Team
• Purple Team
•  Cloud, Network, 

Application, & 
Physical Pen Tests

About Us
A leader in cybersecurity and compliance services, CISO Global brings together 
expert practitioners and thought leaders to provide tailored solutions that drive 
cyber resilience. The company’s top-tier talent spans geographies, specialties, 
industries, regulatory frameworks, and focus areas and includes auditors, compliance 
specialists, certified forensics experts, ethical hackers, security engineers, and  
around-the-clock analysts. 

To learn more, visit www.ciso.inc. 
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